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CHINA CLASSIFICATION SOCIETY
%5 /No. SI24PTCCR018

BRI B R G Mk 2 2 KR A RA

STATEMENT OF COMPLIANCE WITH LOW RISK ACCEPTANCE CRITERIA

This is to certify that the products produced by the manufacturer cited in this Statement meets
the exemption criteria of the requirements of the standards listed below.

#li&) " Manufacturer
LR MRS RARHEA BRA
Jiangsu Highland Integration Technology Co.,LTD.

Hhht/Address
YL 7578 v I8 17 255 b = M e i R % 199 5

No.199, Qingfeng Road, Sutong Science Park, Nantong City, Jiangsu Province
7= fh % #RIProduct

PrEERTEIEIRE RS (BNWAS)
Bridge Navigational Watch Alarm System (BNWAS)

kR E/IApproval Standard

1. [H PR AL 2 AR 48 B4 — ZESRUR E26 (Rev.1) 6=
Chapter 6, Cyber resilience of ships, UR E26 (Rev.1), of IACS.
2. P EMFRAL (WIS 2R (2024) 1.4
Section 1.4, Guidelines for Ship Cyber Security (2024) of CCS.

= B A TE 4 5 /No. of Type Approval Certificate

JS22PTB00411
FiFlintended for
fiBA/Ships
#ﬁb‘ &
R Hh A, b2
Issued at Beulng
292 At BRI Jest Center
Issuedon  Oct. 31,2024 Issued by
Notes:

1. This Society provides service based on the agreement, in no case shall this Society be liable for any loss of
any party who has no direct contractual relations with this Society.

2. Any significant changes to the aforementioned product not agreed by CCS will result in this certificate
becoming invalid. CCS does not undertake any legal and economic liabilities arising from accepting this
Society’s certificate without prior permission from this Society.

3. The law of People’s Republic of China applies.
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7= 5 B 4i/Product Description

VAR AT B B R 2 & %i/Bridge Navigational Watch Alarm System

% #/Name Bt () Nalue
72 Type | HLD-BNWAS600
fiBf/Hardware V£ LI 77| See additional page
% {4/Software V1.5.0

| 2435 Category | 113
ZHprE /L ocation | B E, BRES. ME

UG 4G R 45 /Risk Assessment Report
%5 /No.: SI24HINEARO1 H #i/Date: 2024-10-23

VAL {75 %% - /Maintenance Requirements of Assessment

1. %A 5 R FTIE B SN TE A AT KRR OCEE, MAUAFHEH RN, A8 AEKasihky, Fn
R R ARG L REGRIRB AR A

This Statement is associated with the conditions when the product obtains its type approval certificate, i.e. the
invalidity of the type approval certificate will automatically lead to the invalidity of this Statement. Meanwhile, the
final approval of exemption will be granted by CCS taken into account the actual deployment.

29PME)E, WRRGRTE R URTIIN ZEIFIRRAE LR, BN REN T, FHME, SRSKHTERIER
HRES, BEIARTRERE, WA REAM SR E L. RN LR, AR A RS WAk
BRBWIHATIA, BE5RUEE IR 28 ik A K.

After assessment, if there are changes to the design, materials used or manufacturing method of the product and
important components and such changes affect major characteristics and properties of the product, or property
indexes of the product are changed and exceed the scope of approval, related drawings and documents are to
be examined and approved by the concerned survey office. Where deemed necessary by the survey office, the
surveyor to the Society will witness relevant tests and conduct inspection and the results should be able to
demonstrate compliance with the approval conditions.

HIEFE MR RS A RN AR T, HASATH . RAEETEARRENE, NERERZINENH
BRI R A AL HEHE

The manufacturer shall ensure the effective operation of its quality management system, and that it maintains the
same as when the approval is granted. If there are any changes to the quality management system, an audit of
the quality management system by the original certification body is necessary and the society’s approval shall be
obtained.

4iTfEfE, BB FFHEL SRS REK P& T 20 R FE, WARRMEMRAL, FREEH
1 RS VAl DAL B 2

After assessment, should the changes in the cyber scenario be such as to elevate the risk level associated to the
CBS under examination above the acceptable risk threshold, the shipowner shall inform the Classification Society
and submit the updated risk assessment for evaluation.

%1E/Remarks
1. AR R A BT A I B B AT R R4, 8RB UG W T R AT e AR AL — FF 46 R S0 B9 B A0/ BRIV -

Risk assessment shall be made and kept up to date by the system integrator during the design and building phase
considering possible variations of the original design and newly discovered threats and/or vulnerabilities not
known from the beginning.

2 FERRARIZE A, MR AR R FE I 453 B AN AR AL AN AR L CBSTEFF LUt i 1R b R BLIMIHT (155 2, SR A PP A«
SRR PRI PR, AR R BB I XU Bl Tt ) DX % AR i

During the operation of the ship, the shipowner shall update the risk assessment considering the constant changes
in the cyber scenario and new weaknesses identified in CBS onboard in a process of continuous improvement.
Should new risks be identified, the shipowner shall update existing, or implement new risk mitigation measures.
3 AFHEHMNM, H17.

This Statement is attached with additional 1 page(s).

Notes:
1. This Society provides service based on the agreement, in no case shall this Society be liable for any loss of
any party who has no direct contractual relations with this Society.
2. Any significant changes to the aforementioned product not agreed by CCS will result in this certificate
becoming invalid. CCS does not undertake any legal and economic liabilities arising from accepting this
Society’s certificate without prior permission from this Society.
3. The law of People’s Republic of China applies.

H2W 3% 2 T1/Page 2 of2



#i5/DOC No.: SI2Z4PTCCRO18 F4 11/Additional Page
FEanBR4E

Product Description
5 /Type: HLD-BNWAS600

g
/Serial P4 /Product Name HE/Type f4+/Software
number
1 BT HLD-INU600 | V1.5.0
| Interface Unit
9 RfET HLD-OPUB00 | V1.4.1
B Operation U_mt
XA
3 HLD-REUG01
Reset Unit x
b SR A
4 HLD-REU602
Waterproof Reset Unit _ x
&
5 HLD-ALUB00
Alarm Unit _ SOALUIE0 x
MR E BT GEED
6 HLD-VAUG00
Visual Alarm Unit (optional) | x
Zahkel AT GRE)
7 HLD-MDUG600
Motion Detection Unit (optional) £ N
8 BIBRTE AR HLD-BAU600 | 7
Battery (optional)
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CHINA CLASSIFICATION SOCIETY
452 /No. SI24PTCCR018

AR B R G Mg R R A

STATEMENT OF COMPLIANCE WITH LOW RISK ACCEPTANCE CRITERIA

ZZAEWIAR W) iR & ) A P a2 22 IR XU e S HE N
This is to certify that the products produced by the manufacturer cited in this Statement meets
the exemption criteria of the requirements of the standards listed below.

#]3&” IManufacturer
LR MH RS RERE A R A
Jiangsu Highland Integration Technology Co.,LTD.

Hhht/Address
YL v T R R P SR 199 5

No.199, Qingfeng Road, Sutong Science Park, Nantong City, Jiangsu Province

7= ik & #R/Product
PrEEfUTEIEIRE RS (BNWAS)
Bridge Navigational Watch Alarm System (BNWAS)

B ¥R HE/Approval Standard

1. [ PR AL b AR 2% 30 L4 — #SKUR E26 (Rev.1) 386%
Chapter 6, Cyber resilience of ships, UR E26 (Rev.1), of IACS.
2. R EMgA (A% 2 42T8rE) (2024) #1.475
Section 1.4, Guidelines for Ship Cyber Security (2024) of CCS.

7= BRI IE 45 /No. of Type Approval Certificate

JS22PTB00411
FFintended for
i AA/Ships
/
5 M ks éyzéo
Issued at Beijing
i}z _ﬁf‘ )
s Rt A %5HH  Science & TeehAblogyiiNevation'afid Test Center
Issuedon _ Oct. 31,2024 Issued by |Qg,\£lassification‘:§c' ty
Notes:

1. This Society provides service based on the agreement, in no case shall this Society be liable for any loss of
any party who has no direct contractual relations with this Society.

2. Any significant changes to the aforementioned product not agreed by CCS will result in this certificate
becoming invalid. CCS does not undertake any legal and economic liabilities arising from accepting this
Society’s certificate without prior permission from this Society.

3. The law of People’s Republic of China applies.
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7= B 4H/Product Description

MR AT IR E R 4i/Bridge Navigational Watch Alarm System

& Fr/Name Bt () Nalue

R Type HLD-BNWAS600 7]

fi#4:/Hardware T JILI} 71 | See additional page

HAE/Software V1.5.0 - )
R4 5/Category | 1128

2% A7 B /Location BNE, BWEH. =

R 453 25 /Risk Assessment Report
%i2/No.: SI24HINEARO1 H #i/Date: 2024-10-23

Y& {78 % f:/Maintenance Requirements of Assessment

1. ZAE 5 RGP R TEBRHAT & A4AEREL, HROARERARE, A#eEIREIAY, Rt
B RmAPN GG LR FIREB AR AR

This Statement is associated with the conditions when the product obtains its type approval certificate, i.e. the
invalidity of the type approval certificate will automatically lead to the invalidity of this Statement. Meanwhile, the
final approval of exemption will be granted by CCS taken into account the actual deployment.

23l E, MRARGHEFERURTIAN 2T RAERE, BRWBI RGN T ERE. BIE, SNASKNMEREER
HETE N, SEBIATETEE, X BRI NAR I E . RN E, AR A RN L
HRAWIFTEE, HERIELVRRWN BRI K.

After assessment, if there are changes to the design, materials used or manufacturing method of the product and
important components and such changes affect major characteristics and properties of the product, or property
indexes of the product are changed and exceed the scope of approval, related drawings and documents are to
be examined and approved by the concerned survey office. Where deemed necessary by the survey office, the
surveyor to the Society will witness relevant tests and conduct inspection and the results should be able to
demonstrate compliance with the approval conditions.

3.4 R R B A RNAREE RUET, HESNATR . WRAREERERRERE, NERERNINEG
B IF IR AR AL HEHE

The manufacturer shall ensure the effective operation of its quality management system, and that it maintains the
same as when the approval is granted. If there are any changes to the quality management system, an audit of
the quality management system by the original certification body is necessary and the society’s approval shall be
obtained.

AR, UG ET AN SRR R B T2 MR BE, MARREMMgR, HFRZER
BRSPS P S .

After assessment, should the changes in the cyber scenario be such as to elevate the risk level associated to the
CBS under examination above the acceptable risk threshold, the shipowner shall inform the Classification Society
and submit the updated risk assessment for evaluation.

£ E/IRemarks
1. A T RLAE R T N AR s B B AT G VA, 2 1B JELUA R T T R AR AL A0 — FF 48 2R S0 B g A1/ 8RR T

Risk assessment shall be made and kept up to date by the system integrator during the design and building phase
considering possible variations of the original design and newly discovered threats and/or vulnerabilities not
known from the beginning.

2 FEMHAAIE E I, A2 5% FE PR3 B B AN IS AL AR ECBSTE RSBt id A2 P R BLRIET RO 38 /0, SEHT R vFAd -
ORI KR, MR R R A R S B T R 2 R i

During the operation of the ship, the shipowner shall update the risk assessment considering the constant changes
in the cyber scenario and new weaknesses identified in CBS onboard in a process of continuous improvement.
Should new risks be identified, the shipowner shall update existing, or implement new risk mitigation measures.
SAEHEHWME, 1T,

This Statement is attached with additional 1 page(s).

Notes:
1. This Society provides service based on the agreement, in no case shall this Society be liable for any loss of
any party who has no direct contractual relations with this Society.
2. Any significant changes to the aforementioned product not agreed by CCS will result in this certificate
becoming invalid. CCS does not undertake any legal and economic liabilities arising from accepting this
Society’s certificate without prior permission from this Society.
3. The law of People’s Republic of China applies.
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Product Description
5 /Type: HLD-BNWAS600

: -
2=
/Serial 7= Fh & #R/Product Name 5 /Type B4 /Software
| number
1 BRmT HLD-INU60O | V1.5.0
Interface Unit |
2 RIEET HLD-OPUB00 | V1.4.1
| Operation Unit -
AL
3 HLD-REU601
B Reset Unit 2
DIFI=X DRl
4 HLD-REU602
Waterproof Reset Unit EUB =
BT
5 LD-ALUG0
Alarm Unit H LU600 | &
MIAEIRE R IE R
6 HLD-VAUB00
Visual Alarm Unit (optional) &
BENKGNE T (RD)
7 HLD-MDU600
Motion Detection Unit (optional) =
W ()
8 R GER HLD-BAU600 | T
| Battery (optional) ‘ ]
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